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 In this paper, we proposed and investigated the amplifier-and-forward (AF) 
time switching relaying half-duplex with impact the eavesdropper. In this 
system model, the source (S) and the destination (D) communicate with each 
other via a helping of the relay (R) in the presence of the eavesdropper (E). 
The R harvests energy from the S and uses this energy for information 
transferring to the D. For deriving the system performance, the lower and 
upper bound system intercept probability (IP) is proposed and demonstrated. 
Furthermore, the Monte Carlo simulation is provided to justify the correctness 
of the mathematical, analytical expression of the lower and upper bound IP. 
The results show that the analytical and the simulation curves are the same in 
connection with the primary system parameters. 

Keywords: 

Energy harvesting 
Half-duplex 
Outage probability 
Two-way 

This is an open access article under the CC BY-SA license. 

 

Corresponding Author: 

Van-Duc Phan 
Faculty of Automobile Technology  
Van Lang University 
Ho Chi Minh City, Vietnam 
Email: duc.pv@vlu.edu.vn 

 
 
1. INTRODUCTION 

Nowadays, wireless powered communication network (WPCN) is the best solution for overcoming 
energy harvesting limitations in wireless‐powered communication with the considerable demand for energy in 
energy-constrained wireless networks. Based on the fact that human-made radio frequency (RF) can carry both 
energy and information, WPCN is considered the leading solution at our time [1]-[6]. There are many 
researches focused on the WPCN problem in the communication network. Riihonen et al. [7], the authors 
proposed and investigated the outage probability (OP) of the proposed model system and the practical receiver 
for energy and information transmission and its advantages for the communication network is investigated  
in [8]. Then [9] presented and demonstrated the practical energy harvesting model for the communication 
network. Gopala et al. [10] studied the continuous energy and power transmission in the cognitive relaying 
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communication network. In another hand, the time switching (TS) and the power splitting (PS) protocols in the 
different type of the communication network is proposed and studied in [11]-[15]. 

The main idea of this paper is investigating the amplifier-and-forward (AF) time switching relaying 
half-duplex with the impact of the eavesdropper. In this system model, the source (S) and the destination (D) 
communicate with each other via a helping of the relay (R) in the presence of the eavesdropper (E). The R 
harvests energy from the S and uses this energy for information transferring to the D. For deriving the system 
performance, the lower and upper bound system intercept probability (IP) is proposed and demonstrated. 
Furthermore, the Monte Carlo simulation is provided to justify the correctness of the mathematical, analytical 
expression of the lower and upper bound IP. The results show that the analytical and the simulation curves are 
the same in connection with the primary system parameters. 

 
 

2. SYSTEM MODEL 
The system model with one destination, one relay, one source, and one eavesdropper is illustrated in 

Figure 1. The time switching protocol with the energy harvesting (EH) and Information transmission (IT) 
phases are drawn in Figure 2 [16]-[20]. From figures, the EH and IT can be analyzed by the below sections. 

 
2.1.  EH phase 

During the first phase, the received signal at the relay can be given by: 
 
𝑦𝑦𝑟𝑟 = ℎ𝑆𝑆𝑆𝑆𝑥𝑥𝑠𝑠 + 𝑛𝑛𝑟𝑟         (1) 
 

The average transmits power at the relay can be obtained as: 
 
𝑃𝑃𝑟𝑟 = 𝐸𝐸ℎ

(1−𝛼𝛼)𝑇𝑇/2
= 2𝜂𝜂𝛼𝛼𝑇𝑇𝑃𝑃𝑠𝑠|ℎ𝑆𝑆𝑆𝑆|2

(1−𝛼𝛼)𝑇𝑇
= 𝜅𝜅𝑃𝑃𝑠𝑠|ℎ𝑆𝑆𝑆𝑆|2      (2) 

 
 

  
 

Figure 1. System model 
 

Figure 2. The EH and IT phases 
 
 
2.2.  IT phase 

In the second phase, the received signal at the relay can also be given by; 
 

r SR s ry h x n= +          (3) 
 

The received signal at the eavesdropper in the third time slot can be expressed as: 
 

3
E RE r Ey h x n= +           (4) 

 
In this model, we consider amplifier-and-forward (AF) protocol. So, after received the signal from source, 
relay will amplify that signal by factor β  to both destination and eavesdropper as well.  

β  can be computed as: 
 

2
0

r r

r sr s

x P
y h P N

β = =
+

         (5) 

 
Substituting (5) into (4) and combine with (3), we have: 

IT PhaseEH Phase

S

E

R

D

Wiretap

T

EHat R

Tα (1 )T/2α−

  IT
S R→

  IT
R D→

(1 )T/2α−
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𝑦𝑦𝐸𝐸3 = ℎ𝑆𝑆𝐸𝐸𝛽𝛽𝑦𝑦𝑟𝑟 + 𝑛𝑛𝐸𝐸 = ℎ𝑆𝑆𝐸𝐸𝛽𝛽(ℎ𝑆𝑆𝑆𝑆𝑥𝑥𝑠𝑠 + 𝑛𝑛𝑟𝑟) + 𝑛𝑛𝐸𝐸 = ℎ𝑆𝑆𝐸𝐸ℎ𝑆𝑆𝑆𝑆𝑥𝑥𝑠𝑠𝛽𝛽�������
𝑠𝑠𝑠𝑠𝑠𝑠𝑠𝑠𝑠𝑠𝑠𝑠

+ ℎ𝑆𝑆𝐸𝐸𝛽𝛽𝑛𝑛𝑟𝑟 + 𝑛𝑛𝐸𝐸���������
𝑠𝑠𝑛𝑛𝑠𝑠𝑠𝑠𝑛𝑛

 (6) 

 
From (6), the eavesdropper will successfully decode the signal from relay with a given signal to noise ratio 
(SNR) as following: 

 
𝛾𝛾1 = 𝛦𝛦�|𝑠𝑠𝑠𝑠𝑠𝑠𝑠𝑠𝑠𝑠𝑠𝑠|2�

𝛦𝛦{|𝑠𝑠𝑛𝑛𝑠𝑠𝑠𝑠𝑛𝑛|2}
= 𝑃𝑃𝑠𝑠|ℎ𝑆𝑆𝑆𝑆|2|ℎ𝑆𝑆𝑅𝑅|2𝛽𝛽2

|ℎ𝑆𝑆𝑅𝑅|2𝛽𝛽2𝑁𝑁0+𝑁𝑁0
        (7) 

 
After doing some algebra, (7) can be expressed by: 

 
𝛾𝛾1 ≈

𝜅𝜅𝜅𝜅|ℎ𝑆𝑆𝑆𝑆|2|ℎ𝑆𝑆𝑅𝑅|2

𝜅𝜅|ℎ𝑆𝑆𝑅𝑅|2+1
        (8) 

 
where 𝛹𝛹 = 𝑃𝑃𝑠𝑠

𝑁𝑁0
  

Next, in the second time slot, the eavesdropper also overhears the information from the source. Hence, 
the received signal at E can be given as: 

 
𝑦𝑦𝐸𝐸2 = ℎ𝑆𝑆𝐸𝐸𝑥𝑥𝑠𝑠 + 𝑛𝑛𝐸𝐸         (9) 
 

From (9), E can decode the signal from source with the following SNR: 
 
𝛾𝛾2 = 𝛹𝛹|ℎ𝑆𝑆𝐸𝐸|2          (10) 
 

At the eavesdropper, it will employ the maximal ratio combining (MRC) diversity technical. Therefore, from 
(8) and (9), the overall SNR at E can be claimed by: 

 
𝛾𝛾𝐸𝐸 = 𝛾𝛾1 + 𝛾𝛾2 = 𝜅𝜅𝜅𝜅|ℎ𝑆𝑆𝑆𝑆|2|ℎ𝑆𝑆𝑅𝑅|2

𝜅𝜅|ℎ𝑆𝑆𝑅𝑅|2+1
+ 𝛹𝛹|ℎ𝑆𝑆𝐸𝐸|2      (11) 

 
 

3. IP ANALYSIS 
3.1.  Exact analysis 

The IP can be defined by: 
 
𝐼𝐼𝑃𝑃 = 𝑃𝑃𝑃𝑃(𝛾𝛾𝐸𝐸 > 𝛾𝛾𝑡𝑡ℎ)        (12) 
 

where 𝛾𝛾𝑡𝑡ℎ  is the threshold of system. Substituting (11) into (12), the IP can be rewritten as;  
 
𝐼𝐼𝑃𝑃 = 𝑃𝑃𝑃𝑃(𝑋𝑋 + 𝑌𝑌 > 𝛾𝛾𝑡𝑡ℎ) = 1 − 𝑃𝑃𝑃𝑃(𝑋𝑋 + 𝑌𝑌 ≤ 𝛾𝛾𝑡𝑡ℎ) = 1 − ∫ 𝐹𝐹𝑋𝑋(𝛾𝛾𝑡𝑡ℎ − 𝑦𝑦|𝑌𝑌 = 𝑦𝑦)𝛾𝛾𝑡𝑡ℎ

0 × 𝑓𝑓𝑌𝑌(𝑦𝑦)𝑑𝑑𝑦𝑦 (13) 
 

where 𝑋𝑋 = 𝜅𝜅𝜅𝜅|ℎ𝑆𝑆𝑆𝑆|2|ℎ𝑆𝑆𝑅𝑅|2

𝜅𝜅|ℎ𝑆𝑆𝑅𝑅|2+1
,𝑌𝑌 = 𝛹𝛹|ℎ𝑆𝑆𝐸𝐸|2 . 

Next, the cumulative distribution function (CDF) of X can be computed as; 
 

( )

2 2

2 2
2

2 2

2
2

0

0

( ) Pr Pr
1

| ( )

1 exp exp exp

SR RE

SR RE
X SR

RE RE

REh h
RE

SR SR
RE RE

h h x xF x x h
h h

x xF h a f a da
h

x x a da
a

κ

κ κ

κ

λ λλ λ
κ

∞

∞

   Ψ
   = < = < +
   Ψ+ Ψ   

  
 = + = × 
 Ψ Ψ   

   = − − − × −   Ψ Ψ   

∫

∫

    (14) 

 
And after solve the integral, the CDF in (14) can be reformulated by: 

 

𝐹𝐹𝑋𝑋(𝑥𝑥) = 1 − 2 𝑒𝑒𝑥𝑥𝑒𝑒 �− 𝑥𝑥𝜆𝜆𝑆𝑆𝑆𝑆
𝜅𝜅
��𝑥𝑥𝜆𝜆𝑆𝑆𝑆𝑆𝜆𝜆𝑆𝑆𝑅𝑅

𝜅𝜅𝜅𝜅
× 𝐾𝐾1 �2�𝑥𝑥𝜆𝜆𝑆𝑆𝑆𝑆𝜆𝜆𝑆𝑆𝑅𝑅

𝜅𝜅𝜅𝜅
�    (15) 
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The CDF of Y can be computed as (16); 
 
𝐹𝐹𝑌𝑌(𝑦𝑦) = 𝑃𝑃𝑃𝑃(𝑌𝑌 < 𝑦𝑦) = 𝑃𝑃𝑃𝑃(𝛹𝛹|ℎ𝑆𝑆𝐸𝐸|2 < 𝑦𝑦)  

= 𝑃𝑃𝑃𝑃 �|ℎ𝑆𝑆𝐸𝐸|2 < 𝑦𝑦
𝜅𝜅
� = 1 − 𝑒𝑒𝑥𝑥𝑒𝑒 �−𝑦𝑦𝜆𝜆𝑆𝑆𝑅𝑅

𝜅𝜅
�      (16) 

 

where SEλ is the mean of RV 2
SEh . From (16), the probability density function (PDF) of Y can be obtained as; 

 
( )( ) expY SE SE

Y
F y yf y

y
λ λ∂  = = − ∂ Ψ Ψ 

        (17) 

 
Substituting (15) and (17) into (13), we have: 

 

𝐼𝐼𝑃𝑃 = 1− 𝜆𝜆𝑆𝑆𝑅𝑅
𝜅𝜅 ∫ �1 − 2 𝑒𝑒𝑥𝑥𝑒𝑒 �− (𝛾𝛾𝑡𝑡ℎ−𝑦𝑦)𝜆𝜆𝑆𝑆𝑆𝑆

𝜅𝜅
��(𝛾𝛾𝑡𝑡ℎ−𝑦𝑦)𝜆𝜆𝑆𝑆𝑆𝑆𝜆𝜆𝑆𝑆𝑅𝑅

𝜅𝜅𝜅𝜅
×𝐾𝐾1 �2�(𝛾𝛾𝑡𝑡ℎ−𝑦𝑦)𝜆𝜆𝑆𝑆𝑆𝑆𝜆𝜆𝑆𝑆𝑅𝑅

𝜅𝜅𝜅𝜅
��𝛾𝛾𝑡𝑡ℎ

0 ×

𝑒𝑒𝑥𝑥𝑒𝑒 �− 𝑦𝑦𝜆𝜆𝑆𝑆𝑅𝑅
𝜅𝜅
�𝑑𝑑𝑦𝑦          (18) 

 
3.2.  Lower and upper bound IP analysis 

It is easy to observe that (18) is very difficult to calculate in closed-form. Hence, in this section, we 
will perform the IP of system in term of lower and upper bound form. We have the following rule: 

 
( )2min , 2max( , )X Y X Y X Y≤ + ≤        (19) 

 
Therefore, the IP of system in lower bound form can be given by: 
 

[ ]Pr 2min( , ) Pr min( , )
2

1 Pr 1 Pr
2 2

1 1
2 2

th
LB th

th th

th th
X Y

IP X Y X Y

X Y

F F

γγ

γ γ

γ γ

 = > = >  
     = − ≤ − ≤          
     = − −          

     (20) 

 
Applying the results from (15) and (16), (20) can be claimed by (21). 

 

[ ] 1
22exp

2 2
th th SR RE th SR RE

LB SR SEIP Kγ γ λ λ λ λ λλ λ
κ κ

  = − + ×     Ψ Ψ Ψ   
    (21) 

 
Similar as above, the upper bound IP can be expressed as (22): 

 

[ ]

1

Pr 2max( , ) Pr max( , )
2

1
2 2

21 1 2exp 1 exp
2 2 2

th
UB th

th th
X Y

th SR th SR RE th SR RE th SE

IP X Y X Y

F F

K

γγ

γ γ

γ λ γ λ λ γ λ λ γ λ
κ κ

 = > = >  
   = −    
   

        = − − − × − −       Ψ Ψ Ψ Ψ       

  (22) 

 
 

4. NUMERICAL RESULTS AND DISCUSSION 
The model system's system performance is investigated using the Monte Carlo simulation as  

in [21]-[25]. The function of the system IP versus ψ for three cases with exact, lower, and upper bond analysis 
is provided in Figure 3, respectively. In Figure 3, we set the main system parameters as γth=1, ψ=1 dB, and η=1 
in tree cases with exact analysis, upper and lower bond analysis. As drawn in Figure 3, we can see that the 
system IP of three cases has a massive rise with varying of ψ from -4 to 14 dB. Furthermore, the system IP 
versus α is illustrated in Figure 4 with the primary system parameters as γth=1, α=0.85, and η=1. When α 
increases from 0 to 1, the system IP increases significantly for three cases with exact analysis, upper and lower 
bond analysis, as drawn in Figure 4. From the results shown in Figures 3 and 4, we can state that the simulation 
curves are the same as the analytical curves for three cases with exact analysis, upper and lower bond analysis. 
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Moreover, we investigated the influence of η and ψth on the system IP, as shown in Figures 5 and 6, 
respectively. In this investigation, we set γth=1, ψ=1 dB, and α=0.5 for Figure 5 and α=0.85, ψ=3 dB, and η=1 
for Figure 6. Figure 5 shows that the system IP has a rise with increasing η from 0 to 1 and Figure 6 
demonstrates that the system IP has a considerable decrease with the rising of γth from 0.5 to 5. In all  
Figures 5 and 6, the simulation values agree well with the analytical values for demonstrating the mathematical, 
analytical section. 

 
 

 
 

Figure 3. IP versus ψ 

 
 

Figure 4. IP versus α 
 
 

 
 

Figure 5. IP versus η 

 
 

Figure 6. IP versus γth 
 
 

5. CONCLUSION 
In this paper, the AF time switching relaying half-duplex with impact the eavesdropper is studied. The 

lower and upper bound system intercept probability (IP) are proposed and demonstrated to derive the system 
performance. Furthermore, the Monte Carlo simulation is provided to justify the correctness of the 
mathematical, analytical expression of the lower and upper bound IP. The results show that the analytical and 
the simulation curves are the same in connection with the primary system parameters. 
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