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 Pervasive and ubiquitous computing has enabled people better integrate 

physical things into the digital world. The internet of things (IoT) has been 

considerably more widely used in business and everyday life in the last 

decade. Innovative healthcare information and communication technologies 

are a vast field of research and applications that need IoT benefits, including 

speed, security, and low cost. The proposed modified advanced encryption 

standard (AES)-cipher block chaining (CBC)-based blockchain technology 

offers a shared key to devices that need to communicate directly with or with 

entities outside the smart healthcare network to give users greater control 

over transactions. The experiments are carried out using a Raspberry Pi 3, 

whereas two different sensors are employed in this case. Blockchain 

technology encrypts data between doctor and patient with varied user 

numbers. The results from experiments revealed that the proposed modified 

AES-CBC based blockchain technology could provide the IoT application 

with security services (confidentiality, integrity, and access control) with 

efficient execution time. 
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1. INTRODUCTION 

The internet of things (IoT) is a new term that refers to how things, such as sensors, devices, 

radio-frequency identification (RFID) tags, and physical objects, are networked with the internet in real-time. 

The IoT can be used for many things, like healthcare, home automation, smart cities, agriculture, industry, 

and more [1]. According to current estimates, 50 billion such devices will be in use by 2025 [2]. The objects 

connected to the internet make it possible for the user to monitor and act quickly in the environment, no 

matter where they are in the world. Things could send information about a person or a place when they talk 

to each other from anywhere at any time. The development of new IoT technologies without considering 

security would put a lot of security threats in the IoT environment and the privacy of data at risk [3], [4]. 

Sensors and devices in the IoT communicate data like mobile phones and wireless networks. They are 

thus vulnerable to the same security dangers and assaults that need the three things confidentiality, integrity, and 

availability (CIA) [5]. Data security is regarded as one of the most significant challenges; it is necessary, 

particularly for activities and transactions reliant on data collection and manipulation. In reality, data 

encryption is essential before any data can be transmitted across a network connection [6].  

Cryptographic systems are well-known for their effectiveness in ensuring the confidentiality, 

secrecy, and validity of data. The communications between IoT devices should be encrypted in order to protect 

their security, but unfortunately, developing solutions based on traditional encryption methods is a difficult task 
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because of the restricted resources available to the IoT devices component including, battery-powered, limited 

processing and storage capacity. on the other hand, conventional cryptographic methods are sophisticated and 

need a lot of processing power, making them unsuitable for IoT devices [7]. As a result, they need a security 

solution that costs a lot less than other devices for IoT environments with limited resources. The current 

research demonstrated that the IoT has resulted in the emergence of new security threats and that sensors and 

devices utilized in the IoT network may be targeted by malware and subjected to various attacks [8].  

The necessity for the right cryptographic solution is growing in an IoT world. However, the usage of 

cryptography on edge devices is constrained by their short battery lives, low power computing, little memory, 

insufficient power supply, and small size [9]. These low-powered edge devices may not handle standard 

cryptographic primitives. An RFID tag, for example, cannot use a 1204-bit Rivest, Shamir, and Adleman 

(RSA) method since it does not have the resources. Today smart industries now require cryptographic 

solutions for ubiquitous computing and only the most resource-constrained edge devices [10].  

Alshammari et al. [11] have suggested a method that relied heavily on the advanced encryption standard 

(AES) and a novel chaotic substitution box (S-box) because AES has been widely employed in embedded 

systems since the IEEE 802.15.4 standard adopted it. Sruthi and Rajasekaran [12] proposed performing both 

signature and encryption in the same round. They encrypted the data using AES-cipher block chaining 

(CBC), a lightweight block cipher, and the session key with the elliptic curve cryptography (ECC) method. 

Xie and Chen [13] has developed a better way to do IoT decentralized data aggregation (DDA) by using 

secret sharing to make smart contracts more efficient and run the computers. Full-fledged systems also allow 

data sharing, such as allowing a leader to look at other people’s devices’ data. This is done using local 

differential privacy and cryptographic primitives like token-based encryption. Ayachi et al. [14] have 

proposed a method to encrypt data on a network-on-chip (NoC) based on the light encryption device (LED) 

algorithm to cut down on the amount of space it takes up and achieve high speed and low power consumption 

at the same time. Ali et al. [15] have suggested a light privacy-conscious IoT-based metering that delivers 

message integrity and confidentiality to an industrial environment that ensures the privacy of smart gadgets 

and customers. The original power usage data is encrypted and disseminated safely, so only the smart meter 

can reconstruct the original value. The suggested approach does not need extra demanding encryption and 

decryption operations. 

Lee and Sim [16] have changed the secret key and initialization vector (IV) of the AES-CBC 

algorithm every few times that, makes it more secure. Also, they simplified directed acyclic graph (DAG) by 

sending overlap packets to three blocks at a time. Guan et al. [17] have come up with a new ciphertext policy 

attribute-based encryption (CP-ABE) scheme that keeps the length of the ciphertext the same and does not 

have much extra work in the encryption and decryption stages. It has also been proven that their scheme is 

adaptable to be safe under the standard model. 

Karbasi and Shahpasand [18] suggested a lightweight security mechanism based on cryptographic 

ratchets to safeguard IoT items and sensors. Khan et al. [19] suggested a novel blockchain model with 

resource-constrained IoT sensor nodes. A lightweight authenticated encryption (AE) technique is AES-CBC 

ed for proof-of-authentication. Sensor nodes produce tags based on sensor data and broadcast them to the 

network. After the cluster head node, the block is hashed and uploaded to the blockchain. Sun et al. [20] 

suggested employing neural cryptosystems and latent binary space for IoT device authentication, encryption, 

and key distribution. The neural cryptosystems used symmetric, public-key, and no-key encryption 

techniques. 

Sowjanya et al. [21] used ECC to make a simple key management system for the CP-ABE scheme. 

The unique thing about this scheme is that even though the semi-trusted authority (an honest person who 

wants to know the secret information) makes a secret key, it cannot decrypt a message with these keys unless 

it also has the private key of the receiver. Dwivedi [22] proposed encrypting data that uses dynamism and 

two separate cipher parts. The number of rounds that can be played in a session may also change from 

session to session. Only one type of encryption is used at a time, and the attacker does not know which type 

of encryption is being used in this case. 

Shi et al. [23] suggests that access control authorization of data from devices is redefined and that 

the data be stored on the blockchain. They develop procedures for authorization, permission revocation, 

access control, and auditing the authorization and access control. They use a lightweight symmetric encryption 

technique (SEA) to ensure that the privacy of the IoT system is not compromised. Sleem and Couturier [24] 

have suggested Speck-R, ultra-lightweight Speck-based encryption. It is a hybrid cipher that combines 

addition/rotation/XOR (ARX) with a layer of dynamic substitution. They proposed the addition of a 

key-dynamic replacement layer that changes in response to the presence of a dynamic key. 

Ragab et al. [25] increased the security of the original corrected block tiny encryption algorithm 

(CBTEA) block cipher by using an upgraded S-box. The modified TEA (M-TEA) also has a chaotic key 

generating technology, giving the one-time pad concept extra security. When encrypting plaintext, the cipher 

keys change for each block. It is, therefore, more secure than the TEA and AES algorithm. The M-TEA can 
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boost data security with various text blocks and key sizes. Li et al. [26] used homomorphic encryption to 

keep people’s data safe. They looked at how the data owners, untrustworthy third-party cloud servers, and the 

people who use the data all had to work together to keep their privacy safe. Meanwhile, efficient 

homomorphic algorithms are proposed to protect the privacy of the people who use the data. 
 

 

2. INTERNET OF THING AND BLOCKCHAIN 

The internet of objects is a network of things in the physical world that has arisen as a collection of 

technologies ranging from wireless sensor networks (WSN) to radio frequency identification [27]. 

Furthermore, to enable a wide variety of new services, the growth in IoT technology also poses issues in 

protecting the enormous amounts of data collected and preserving individual privacy. Access control may be 

used to guarantee that data is only accessible by those who have the appropriate permissions [28], [29]. 

The IoT has generated a tremendous quantity of data, including sensitive personal information about 

individuals. The IoT security must ensure that all portions of the system are secure, which is a difficult task 

for developers to overcome. It is necessary to determine how and where the IoTs interaction will be the key 

to IoT data safety; researchers are combining blockchain with access control, which they believe can remove 

the need for a central middleman while still allowing real-time, trustful data flow [30]. Participants may 

uniquely identify each device by making digital replicas of real things on a blockchain-based network. At the 

same time, the data they supply is permanently saved and cannot be changed.  

In 2008, an unknown individual or group by the name of for the first time, Satoshi Nakamoto, 

introduced blockchain technology, which serves as the foundation of the cryptocurrency Bitcoin, to the rest 

of the world [31]. Combining blockchain technology with IoTs platforms would result in a dependable 

solution. In the decentralized and trustless blockchain environment, distributed ledger technology is used to 

aid decentralized and distributed computing. Blockchain is a shared public database of all conducted digital 

activities that stores time-stamped transactions in the form of blocks. Each block header retains the previous 

block’s hash. Because of this block structure, the records of blockchain are immutable. Even a minor 

alteration in a single transaction would result in a new hash, resulting in a mismatch between the hash of that 

transaction and the hash of the nearby block. Blockchain technology allows businesses that do not trust one 

another to exchange transactions and information without the involvement of a third party [32]. Blockchain 

technology is distinguished by characteristics such as decentralization, security, transparency, redundancy, 

and reputation, as well as traceability, all of which provide value to any industry that adopts blockchain 

technology [33]. 

There are three sorts of blockchains: public, private, and hybrid. Public blockchain means that 

anybody can join ad participate. Private blockchains are the most appropriate form of connecting with IoT 

and adding value since they are not available to the general public. Hybrid blockchains combine the best 

features of both private and public blockchains in one system [34]. The IoT would benefit significantly from 

blockchain technology, mainly when implemented smart contracts. It removes the need for central servers 

and enhances fault tolerance and scalability, and makes peer-to-peer messaging far quicker than it would be 

with the current centralized architecture. Smart contracts may be used to automatically update devices’ 

firmware to cope with vulnerabilities and improve the overall security of the underlying IoT system, which is 

beneficial to both parties [35], [36]. When individuals trade money, property, shares, or anything else of 

value without the need for a third party to intervene, they are referred to as smart contracts. In the blockchain 

network, smart contracts are computer programs or written scripts that have unique addresses integrated into 

the network. The blockchain consensus mechanism, which enables the system to enforce the conditions of a 

contract, is responsible for ensuring that the contract is carried out as agreed [37].  
 
 

3. PROPOSED ENCRYPTION ALGORITHM  

The IoT is a potential future technology that will link billions of things. It is projected that 

increasing communication would result in data posing a security risk. Depending on how many critical 

factors must be considered to achieve full performance. These challenges, scalability and resource efficiency, 

impact other issues like security and energy efficiency. Healthcare systems based on IoT may regulate 

hospital equipment such as patient temperature, pulse rate, and pressure via a web interface or smartphone 

application. Numerous technologies, such as standalone lightweight IoT security and protocols for data 

transmission, are being developed to support this approach. A flowchart of the safe healthcare system can be 

shown in Figure 1 to provide the security services for IoT-based applications in healthcare devices. 

The classical encryption techniques are computationally costly owing to their complexity and 

necessity for several encryption rounds. The encryption algorithm based blockchain is proposed to identify 

any changes in the content of transactions while they are being sent. Transactions are linked together as an 

immutable ledger in the local private blockchain, which is not accessible to the public. A miner is a device 
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that manages the processing of incoming and outgoing transactions to and from a smart healthcare system. 

The miner might be integrated with the hospital internet gateway in some instances. 

In contrast, it could be an independent device in others, such as a computer. Each device inside the 

hospital may request data from another device to provide certain services. In order to provide users with more 

control over transactions, the miners should create a shared key for devices that communicate with each other 

directly or with entities outside of smart healthcare. The miner receives the data and the request from the 

device to save data on the cloud storage service. After verifying that the device has been approved, the miner 

takes the most recent block number and hash from the local blockchain and transfers it to a storage device, 

together with the data, as shown in Figure 2. 

Because data security is vital in IoT applications, it is important to consider which paradigm to use to 

exchange keys. In this research, the data is encrypted using a modified AES-CBC asymmetric encryption-based 

blockchain approach, as seen in Figure 3. The input plaintext (P1, P2, and Pn) has been encrypted using three 

blocks in this chain, namely BC0, BC1, and BC2, in the order of appearance with intial value. The result of 

the encryption method is a series of blocks of ciphertext (C1, C2, and Cn). 
 

 

 
 

Figure 1. Flowchart of the proposed algorithm 
 

 

 
 

Figure 2. Blockchain structure 
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Figure 3. Modified AES-CBC algorithm based blockchain 
 

 

This kind of encryption has the benefit of having a minimal execution time, which makes it suitable 

for use in high-speed related to smart tasks that need limited processing resources. Both the sender and the 

receiver know a standard secret key. The proposed encryption algorithm process can be summarized in the 

following steps. 
 

Algorithm 1. Encryption algorithm  

Input: Plaintext 

Output: Ciphertext 

Steps: 

Step 1: Read data from the sensor 

Step 2: Generate the first blockchain for sensor data 

Step 3: Encrypt the sensor data using the first blockchain key 

Step 4: XOR (state, IV) 

Step 5: Add round key (state, BC0) 

Step 6: XOR (state, IV) 

Step 7: Send the encrypted sensor data to the client  

Step 8: End 
 

Decryption is the process of reversing the encryption process. It refers to the process of converting encrypted 

text into the plain text as shown below. 
 

Algorithm 2. Decryption algorithm  

Input: Ciphertext 

Output: Plaintext 

Steps: 

Step 1: User received the encrypted sensor data 

Step 2: If first blockchain = second blockchain then decrypt the sensor data using the first blockchain else 

sensor data has tampered 

Step 3: Generate the new blockchain for control data  

Step 4: Encrypt the control data using new blockchain  

Step 5: XOR (state, IV) 

Step 6: Add round key (state, Ki) 

Step 7: XOR (state, IV) 

Step 8: Send the encrypted control data to the server 

Step 9: End 
 

 

4. RESULTS AND DISCUSSIONS 

The experiments are carried out using a Raspberry Pi 3, whereas two different sensors are employed 

in this case. The first is a temperature sensor, while the second is a pulse sensor. The infrared sensor 

thermometer may be used for non-contact temperature detection. After installing the library, identify the 

general-purpose input/output (GPIO) data pins for taking a patient’s temperature every few seconds using 

node js and express environment. The second pulse amped is a heart-rate sensor compatible with Arduino 

and the Raspberry Pi. Its primary optical heart rate sensor, amplification, and noise reduction technology 

provides rapid and straightforward pulse readings. 
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Moreover, it uses less power, using just 4 mA at 5 V, making it particularly well suited for IoT 

applications. It is possible to use sensors to detect when a patient’s finger is placed into a linked line 

connected to the Raspberry Pi 3. Confidentiality, integrity, and availability are the three essential security 

criteria that any IoT application security must handle. Confidentiality ensures that only the intended receiver 

of the communication has access to it. Integrity no tampering with the message should be allowed; 

availability ensures the service or data must be accessible to the user at all times. 

Security services’ confidentiality integrity and availability have been accomplished via modified 

AES-CBC symmetric encryption and blockchain technology. A shared key is created between the devices. 

The execution time of an algorithm in an IoT environment was an important metric to consider while 

assessing the method. This method must be fast and efficient while also delivering a high degree of security. 

An evaluation of the suggested encryption method (modified AES-CBC algorithm) in comparison to the 

AES-CBC algorithm is performed in this system. We compute the time it takes to encrypt and decode 

particular data received from the sensors. Table 1 illustrates the system execution time in milliseconds for 

both the AES-CBC without blockchain and modified AES-CBC with blockchain algorithms using 100 bytes 

file stored on the Raspberry Pi. The modified AES-CBC algorithm using blockchain was executed faster than 

the original AES-CBC method. Consequently, the suggested method is well-suited for the system under 

consideration. 

The execution time of any algorithm used in the IoT environment was very important for the 

evaluation of that algorithm; therefore, another evaluation of the average encryption time of using the 

modified AES-CBC encryption algorithm based on blockchain technology is listed in Table 2 among 

different numbers of users (1−100). The modified AES-CBC algorithm based blockchain is implemented 

with key lengths of 128 bits and two separate data sensors, which are both used in the implementation. 

A calculation has been made to determine the amount of time required for the encryption and decryption of 

data received from sensors, as well as for each control instruction to modify the state of a device. Increasing 

the number of users connecting to the IoT healthcare solution has a direct impact on the length of time it 

takes the server to decode a set message size.  

The randomness features of cryptographic algorithms may be evaluated using various statistical 

techniques. After running two algorithms for a certain amount of time on a text file, this article gathered 

100 bits. National Institute of Standards and Technology (NIST) statistical testing indicated that the 

suggested method worked tremendously and passed all the statistical randomness tests, as shown in Table 3. 
 
 

Table 1. Execution time 
Algorithm Average encryption time 

AES-CBC 0.1841 

Modified AES-CBC 0.0741 

 

 

Table 2. The average execution times 
No of users AES-CBC Modified AES-CBC 

1 0.4934 0.3729 
10 2.1922 1.9221 

20 2.5941 2.1551 

30 3.2131 2.5691 
40 4.1931 3.4690 

50 6.5540 4.3240 

100 7.9021 5.8951 

 

 

Table 3. NIST test 
NIST tests Modified AES-CBC 

Frequency test Pass 
Frequency test within a block Pass 

Longest-run-of-ones in a block Pass 

Binary matrix rank test Pass 
Discrete fourier transform (spectral) test Pass 

Non-overlapping template matching test Pass 
Overlapping template matching test Pass 

Maurer’s “Universal Statistical” test Pass 

Linear complexity test Pass 
Serial test Pass 

Approximate entropy test Pass 

Cumulative sums test Pass 
Random excursions test Pass 

Random excursions variant test Pass 
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5. CONCLUSION 

People have better integrated physical objects into the digital realm due to pervasive and ubiquitous 

computing. IoT has been extensively utilized in business and daily life in the previous decade. This trend is 

expected to continue. Using information and communication technologies in e-health is a massive field of 

study and applications that require the IoT to provide security and cost-effectiveness. This article described 

the development of an IoT system for remote patient monitoring at a hospital (using any computer or mobile 

device to control and switch on/off the devices). In order to give users greater control over transactions, the 

proposed modified AES-CBC based blockchain technology provides a shared key to devices that need to 

communicate directly with one another or with entities outside of the smart healthcare network. The test of 

the proposed system was carried out using a Raspberry Pi 3 computer, with two distinct types of sensors 

being used in this instance. Blockchain technology is being used to encrypt data between a doctor and a patient, 

with various users participating. The results demonstrated that the suggested modified AES-CBC-based 

blockchain technology might be used to deliver security services (confidentiality, integrity, and access control) 

to IoT applications while ensuring that the execution time is as short as possible. 
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